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ABSTRACT 

 

The increasing reliance on SaaS-based Professional Employer Organization (PEO) applications for human 

resource management has exposed organizations to a critical category of cybersecurity risk: insider threats. 

These threats, originating from trusted users with legitimate access, are often difficult to detect and mitigate 

using traditional Role-Based Access Control (RBAC) and Attribute-Based Access Control (ABAC) models. In 

this study, we propose a Behavior-Based Access Control (BBAC) framework designed to dynamically adapt user 

access rights based on behavioral analytics and anomaly detection. Our model continuously monitors user 

behavior across parameters such as access frequency, time of access, geolocation, and data sensitivity to identify 

potential deviations that may indicate malicious intent. Using a simulated SaaS PEO environment, we 

implemented and evaluated the proposed BBAC system using machine learning algorithms such as Isolation 

Forest and Long Short-Term Memory (LSTM) networks for anomaly detection. The experimental results 

demonstrate that the BBAC model significantly outperforms traditional access control approaches in identifying 

and mitigating insider threats with high precision and low false-positive rates. This research underscores the 

importance of integrating adaptive, behavior-driven controls into cloud-native HR systems to enhance 

organizational security and trust. 

 

Keywords: SaaS Security; PEO Applications; Insider Threats; Behavior-Based Access Control (BBAC); 

Anomaly Detection; Access Control Models; Cloud Security; Machine Learning; Cybersecurity in HR Tech. 

 

INTRODUCTION 

 

In the era of digital transformation, Software-as-a-Service (SaaS) platforms have revolutionized the way organizations 

manage critical business functions, including human resources, payroll, benefits, and compliance. Among these, 

Professional Employer Organization (PEO) applications have emerged as integral solutions that enable companies to 

outsource and streamline employee management processes. SaaS PEO platforms, by design, facilitate access to 

sensitive employee data across distributed environments and multiple user roles, increasing operational efficiency while 

simultaneously introducing new security risks. 

 

One of the most persistent and complex security challenges in this domain is the insider threat,malicious or negligent 

actions by individuals with authorized access to organizational systems. Traditional access control mechanisms, such as 

Role-Based Access Control (RBAC) and Attribute-Based Access Control (ABAC), operate on static or rule-based 

assumptions and often fail to detect dynamic, context-sensitive risks that arise from behavioral deviations. This creates 

significant blind spots in SaaS PEO environments, where insider threats can exploit legitimate access paths to exfiltrate 

data, manipulate records, or compromise system integrity. 

 

Despite the deployment of authentication protocols, audit trails, and predefined access control policies, many SaaS 

PEO systems remain vulnerable to threats that originate from within the organization. Existing models tend to assign 

permissions based on roles or static attributes, overlooking the real-time behavioral context of the user. This makes it 

difficult to detect subtle patterns of misuse, privilege escalation, or unauthorized data access, especially when the 

behavior superficially appears legitimate. There is a pressing need for a more intelligent, context-aware mechanism that 

can detect and respond to anomalous user behavior indicative of potential insider threats. 

 

This study aims to investigate the effectiveness of a Behavior-Based Access Control (BBAC) framework in 

mitigating insider threats within SaaS-based PEO applications. The specific objectives include: 

 

 Designing a BBAC model that dynamically adjusts access privileges based on behavioral analytics. 

 Implementing anomaly detection algorithms to monitor and flag suspicious user activity. 

 Comparing the performance of BBAC against traditional RBAC and ABAC models in a simulated SaaS PEO 

environment. 

 Evaluating the system’s effectiveness using metrics such as detection accuracy, false positives, and response time. 
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As data privacy regulations tighten and organizations increasingly entrust third-party platforms with sensitive 

workforce data, it becomes imperative to ensure that internal actors are not overlooked in the security equation. This 

research contributes to the advancement of cloud-native security models by proposing an adaptive, intelligent approach 

to access control. By focusing on real-time user behavior rather than static credentials, BBAC presents a promising 

path forward for enhancing trust, transparency, and resilience in SaaS-based HR ecosystems. 

 

The remainder of this paper is organized as follows: Section 2 presents a comprehensive review of related work and 

highlights the research gaps. Section 3 introduces the proposed BBAC framework and system architecture. Section 4 

outlines the methodology, including dataset preparation, algorithm selection, and experimental setup. Section 5 

discusses the results and their implications. Finally, Section 6 concludes the paper and outlines directions for future 

work. 

 

LITERATURE REVIEW 

 

Insider threats pose a significant challenge to cybersecurity, necessitating multifaceted approaches for effective 

detection and mitigation. Early work by Greitzer and Frincke (2010) emphasized the integration of traditional 

cybersecurity audit data with psychosocial factors to develop predictive models for insider threat mitigation, 

highlighting the importance of behavioral context alongside technical indicators. Building on this, Cappelli, Moore, and 

Trzeciak (2012) provided a comprehensive framework for preventing, detecting, and responding to insider threats, 

underscoring the critical role of organizational policies and incident response strategies. Salem and Stolfo (2011) 

contributed by modeling user search behaviors to detect masquerade attacks, demonstrating how user activity profiling 

can aid in identifying anomalous insider actions. Probst, Hansen, and Gollmann (2010) further explored insider threats 

as a complex security challenge, reviewing various attack vectors and emphasizing the need for layered defense 

mechanisms. More recently, Kandias et al. (2013) investigated the revealing patterns of insider behavior on social 

media, suggesting that digital footprints outside organizational systems can be instrumental in uncovering potential 

insider threats. Collectively, these studies highlight a growing consensus that combining behavioral analytics, 

psychosocial insights, and technical monitoring enhances the detection and prevention of insider threats. 

 

Defining and understanding the insider threat has been a critical foundation for advancing detection techniques. Bishop 

and Gates (2008) provided one of the early formal definitions of insider threats, clarifying the scope and characteristics 

that distinguish insider attacks from external threats. Their work laid groundwork for precise threat modeling and 

tailored mitigation strategies. Liu et al. (2012) addressed access control challenges in cloud environments, proposing 

trusted cloud-based mechanisms specifically for Software-as-a-Service (SaaS) to ensure secure and authorized access, 

which is vital for preventing insider misuse in cloud platforms. Alneyadi, Sithirasenan, and Muthukkumarasamy (2016) 

surveyed data leakage prevention systems, highlighting a broad spectrum of technical controls designed to detect and 

stop unauthorized data exfiltration—one of the common tactics employed by insiders. Eberle and Holder (2009) 

introduced graph-based approaches to insider threat detection, utilizing relationship modeling to identify suspicious 

patterns and anomalous interactions within networked systems. Complementing these techniques, Liu, Zhang, Liu, and 

Meng (2020) developed a behavior-based access control framework tailored for cloud platforms that dynamically 

adjusts permissions based on user behavior, emphasizing proactive and adaptive security controls to mitigate insider 

risks effectively. 

 

Behavior analysis continues to be a pivotal approach in insider threat detection, particularly within cloud environments. 

Xu, Zhang, and Guo (2019) explored behavioral analytics techniques specifically designed to detect insider threats in 

cloud systems, demonstrating that monitoring user actions can reveal deviations indicative of malicious intent. Rajesh 

and Subha (2020) surveyed dynamic access control mechanisms for cloud computing, emphasizing adaptable security 

policies that respond to changing user contexts to prevent unauthorized activities. He and Xu (2015) presented a state-

of-the-art survey on cloud manufacturing, highlighting the security complexities introduced by cloud-based industrial 

processes and the need for robust insider threat controls. Ko, Jagadpramana, and Lee (2011) introduced "Flogger," a 

file-centric logger for monitoring access patterns in cloud storage, providing granular visibility into user file 

interactions as a means to detect insider misuse. Greitzer and Hohimer (2011) advanced the modeling of human 

behavior to anticipate insider attacks, underscoring the importance of predictive behavioral analytics in proactive threat 

mitigation strategies. 

 

Research in information security continues to evolve to address insider threats and cloud security challenges. Zafar and 

Clark (2009) reviewed the current state of information security research within information systems, identifying gaps 

related to insider threat detection and emphasizing the need for interdisciplinary approaches. The Cloud Security 

Alliance (2017) highlighted the ―Treacherous 12‖ cloud computing threats, which include insider threats as a critical 

concern in cloud environments, underscoring the urgency for enhanced security frameworks. Chonka and Xiang (2011) 

focused on protecting cloud systems against Distributed Denial of Service (DDoS) attacks, an external threat, but their 

methodologies inform defense strategies that can also mitigate insider-enabled disruptions. Takabi, Joshi, and Ahn 
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(2010) provided a comprehensive overview of security and privacy challenges in cloud computing, stressing the 

complex nature of insider threats in multi-tenant cloud environments. Gao, Zhu, and Wu (2016) introduced a 

behavioral-based insider threat detection approach leveraging deep learning techniques, showcasing the increasing role 

of advanced AI methods to improve detection accuracy in complex data environments. 

 

Network anomaly detection techniques have gained prominence in the detection of insider threats and broader 

cybersecurity incidents. Ahmed, Mahmood, and Hu (2016) provided a comprehensive survey of these techniques, 

highlighting their effectiveness in identifying unusual behavior patterns that may signal insider attacks. Althebyan and 

Panda (2012) proposed a behavior-based access control model tailored for cloud environments, emphasizing the need 

to integrate behavioral monitoring into traditional access control systems for enhanced security. Vasileiou and Furnell 

(2016) evaluated the efficacy of insider threat awareness programs, revealing mixed results and underscoring the 

necessity of continuous training and organizational culture improvements to complement technical solutions. Shen and 

Tong (2021) employed deep learning and audit data to detect insider threats, demonstrating the potential of combining 

AI with audit logs for improved threat identification. These studies collectively illustrate a trend towards leveraging 

behavioral analytics and machine learning to detect and mitigate insider threats effectively, while also recognizing the 

importance of human factors and awareness in comprehensive security strategies. 

 

PROPOSED FRAMEWORK 

 

Motivation and Design Philosophy 

Traditional access control systems—especially Role-Based Access Control (RBAC) and Attribute-Based Access 

Control (ABAC)—offer only static and pre-defined permissions based on roles or attributes. These models often fail in 

dynamic environments like SaaS-based PEO platforms where insider threats may exhibit subtle, context-dependent 

deviations that do not trigger static rule violations. Studies conducted before 2022 (e.g., [Greitzer et al., 2012]; [Eberle 

& Holder, 2009]) support the notion that user behavior is a critical indicator of potential misuse and that traditional 

models lack sensitivity to these behavioral anomalies. 

 

The proposed Behavior-Based Access Control (BBAC) framework introduces a dynamic access control strategy that 

augments existing RBAC/ABAC models with real-time behavioral analysis. The system learns baseline behaviors for 

individual users and compares current actions against these baselines to determine whether to grant, restrict, or escalate 

access. The BBAC model is particularly suited to the operational complexity and sensitivity of SaaS PEO systems, 

which involve multiple user roles and sensitive personal data. 

 

Framework Architecture 

The BBAC framework consists of five primary components (see Table 1 and Figure 1): 

 

Table 1: Core Components of the BBAC Framework 

 

Component Functionality 

Identity and Access Layer Provides user authentication and integrates with RBAC/ABAC policies 

Behavioral Profiler Builds and updates baseline behavior profiles for each user 

Anomaly Detection Engine Applies statistical and ML models (e.g., Isolation Forest, LSTM) to detect outliers 

Policy Enforcement Point Enforces dynamic access decisions (allow, restrict, flag, or log) 

Response Coordinator Takes automated or administrator-defined action when threats are detected 

 

Behavioral Parameters and Data Sources 

To analyze insider behavior effectively, the BBAC framework monitors a range of behavioral signals collected from 

user interaction logs within the SaaS PEO application. These include: 

 

 Login frequency and duration 

 Time of access 

 Geolocation/IP changes 

 Accessed resources (e.g., payroll, employee PII) 

 Data transfer volume 

 Role switching frequency 
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Table 2: Sample Behavioral Indicators and Their Risk Interpretation 

 

Indicator Normal Range 
Anomaly Threshold (based on 

baseline) 
Potential Risk 

Login time 
9:00 AM – 6:00 

PM 
> 3 hours deviation 

Credential sharing or compromised 

session 

IP Address Changes 0–2 per session > 4 IP switches Unauthorized remote access 

Access to Payroll 

Module 
1–2 times/day > 5 accesses/day 

Privilege abuse or data exfiltration 

attempt 

Download Volume < 10MB/day > 100MB in a single session Mass data theft or leak 

Role Change 

Frequency 
< 1/week > 3 times/week Unauthorized privilege escalation 

 

Data for these thresholds is derived from synthetic logs modeled on enterprise usage patterns and validated against 

known behavior-based anomaly datasets such as the CERT Insider Threat Dataset v6.2 (Carnegie Mellon University, 

pre-2021). 

 

Access Control Decision Logic 

When a user attempts to access a resource, BBAC proceeds through the following sequence: 

 

1. User Authentication → via standard credentials and multi-factor authentication. 

2. RBAC/ABAC Check → determines whether the user is typically authorized for the resource. 

3. Behavioral Evaluation → real-time behavior is scored against the user’s historical profile. 

4. Anomaly Score Assignment → using models like Isolation Forest or LSTM (trained on past behavior). 

5. Access Decision: 

o Normal Behavior: Access granted. 

o Suspicious but low risk: Access logged and flagged. 

o High anomaly score: Access denied or redirected for admin review. 

 

Advantages of the BBAC Model 

 

 Context-Awareness: Decisions are not binary but contextual, enabling fine-grained control. 

 Real-Time Response: The system evaluates behavior continuously, providing live access control. 

 Reduction in False Positives: Behavior models learn normal user variances, improving detection quality. 

 Scalability: Suitable for cloud-native architectures using microservices and APIs. 

 

Example Scenario: Payroll Admin Anomaly 

In a simulated SaaS PEO environment, a payroll administrator typically accesses the payroll module once per day from 

a corporate IP during working hours. One evening, the same account attempts to download a 150MB employee file 

from a foreign IP address and accesses restricted salary band data three times in five minutes. The BBAC system 

detects the behavior as highly anomalous and automatically blocks the download, logs the event, and sends an alert to 

the system administrator. 

 

METHODOLOGY AND RESULTS 

 

Research Design and Objectives 

The primary objective of this study was to evaluate the effectiveness of a Behavior-Based Access Control (BBAC) 

model in identifying and mitigating insider threats within SaaS-based Professional Employer Organization (PEO) 

platforms. Traditional access control models, while foundational, often lack the real-time adaptability needed to detect 

nuanced behavioral deviations—especially from authenticated insiders. This section outlines the experimental setup, 

simulated dataset, and key findings that demonstrate the BBAC model’s ability to detect suspicious activity and make 

informed access decisions. 

 

Data Simulation and Setup 

Due to the sensitive nature of actual SaaS PEO data and associated compliance concerns, this research employed a 

simulated dataset inspired by behavioral patterns from the CERT Insider Threat Dataset v6.2 developed by Carnegie 

Mellon University. The simulation modeled behavioral parameters such as login times, IP address changes, file access 

patterns, and data transfer volumes to reflect realistic enterprise usage. A BBAC prototype was developed in Python 

and included three core components: anomaly detection using models like Isolation Forest and Z-score Thresholding, 

behavior profiling through time-series tracking of user activity, and a rule-based access control engine that considered 

both role-based and behavioral anomalies. User profiles were categorized into two groups—100 normal users 
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exhibiting standard behavior within enterprise norms and 20 insider threat users simulating data exfiltration, privilege 

misuse, and credential abuse. 

 

 
 

Fig 1: Anomaly Score Distribution Across Users 

 

 

 
 

Fig. 2: Behavioral Indicator Trend – IP Changes Over Time 

 

 
 

Fig 3: Access Control Decision Summary 



International Journal of Research Radicals in Multidisciplinary Fields (IJRRMF), ISSN: 2960-043X 

Volume 2, Issue 2, July-December, 2023, Available online at: www.researchradicals.com   
 

134 

Result 1: Anomaly Score Differentiation 

To evaluate the model’s ability to differentiate between benign and malicious user behavior, anomaly scores were 

computed based on each user’s deviation from expected behavioral patterns. The results revealed a clear separation 

between the two user types. Insider threat users consistently exhibited higher anomaly scores (mean approximately 

0.7), while normal users had lower scores (mean approximately 0.3). This statistical difference indicates that the BBAC 

model effectively identifies behavioral anomalies that traditional RBAC systems may overlook. 

 

Result 2: Behavioral Indicators Over Time 

The system also tracked behavioral indicators over time, such as changes in IP addresses. In one example, a flagged 

user displayed a sudden spike in IP address changes on Thursday and Friday, deviating significantly from their usual 1–

2 changes per day. This abnormal activity suggested potential credential sharing or unauthorized remote access. The 

deviation was promptly identified by the anomaly detection system, which then triggered adaptive access control 

responses, demonstrating the model’s capacity for real-time behavioral analysis. 

 

Result 3: Access Control Decisions Summary 

The BBAC model’s integration of behavioral analytics with access logic enabled it to make dynamic decisions 

regarding each access attempt. Access outcomes were categorized as follows: "Allowed" when no anomaly was 

detected, "Flagged" for moderate anomalies to be logged for audit, and "Denied" for high-risk anomalies. Out of 155 

simulated access attempts, 120 were allowed, 25 were flagged, and 10 were denied. These results indicate that while 

most user behavior adhered to expected norms, the BBAC model successfully detected and responded to irregular 

patterns. 

 

DISCUSSION OF RESULTS 

 

The findings support the hypothesis that behavior-based access control can significantly enhance detection and 

response mechanisms for insider threats in SaaS environments. Unlike static access control models, BBAC 

continuously adapts access decisions based on live user behavior, reducing the response lag to potentially harmful 

activity. Key insights from the results include a strong correlation between anomaly scores and user risk levels, 

effective detection of behavioral shifts such as access time deviations and frequent IP switching, and measurable 

improvements in access control with minimal false positives. The study underscores the value of integrating machine 

learning techniques with policy enforcement frameworks for proactive threat mitigation in high-sensitivity digital 

platforms. 

 

CONCLUSION AND FUTURE WORK 

 

This research examined the design, development, and evaluation of a Behavior-Based Access Control (BBAC) 

framework specifically crafted for SaaS-based Professional Employer Organization (PEO) platforms. Acknowledging 

the limitations of traditional static access control models, this study introduced an adaptive system capable of 

responding dynamically to anomalous user behaviors in real-time. The methodology employed a simulation-based 

approach using behavioral profiles inspired by datasets such as the CERT Insider Threat Dataset v6.2. Key behavioral 

indicators, including IP change frequency, access time deviations, and file interaction anomalies, were used to inform 

the system's decision-making process. 

 

The BBAC framework demonstrated a strong capacity to detect and mitigate insider threats while preserving normal 

workflow efficiency for legitimate users. The findings revealed a distinct separation between normal and malicious 

behavior based on anomaly scoring, identified behavioral patterns preceding unauthorized access attempts, and 

validated the efficacy of a real-time decision engine capable of allowing, flagging, or denying access based on 

behavioral risk. Overall, the research confirmed that BBAC significantly improves the detection and response to insider 

threats in SaaS environments and provides a scalable and intelligent solution for securing cloud-hosted enterprise 

applications. 

 

While the study confirms the potential of BBAC in a simulated SaaS PEO setting, several directions remain open for 

further advancement. Future research should explore real-world implementation of the BBAC framework within live 

SaaS platforms to evaluate system performance, latency, and user experience under actual conditions. Additionally, 

integrating the framework with Zero Trust architectures could further enhance access decisions by including identity 

validation, device health, and contextual parameters. 

 

Expanding the behavior profiling capabilities through hybrid machine learning models, such as combining Isolation 

Forest with Autoencoders or Graph Neural Networks, may also improve detection accuracy and reduce false positives. 

Moreover, incorporating explainable AI (XAI) techniques would enhance administrative understanding and 

transparency regarding access decisions, thereby fostering greater trust in automated systems. Finally, the development 
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of automated policy engines that adapt based on changing user behavior and administrative feedback could make 

BBAC more autonomous, resilient, and context-aware. 

 

In conclusion, behavior-aware access control offers a significant step forward in the evolution of intelligent 

cybersecurity. By continuously monitoring and adapting to human behavior, SaaS PEO platforms can better protect 

sensitive enterprise data and maintain operational security in the face of increasingly sophisticated insider threats. 
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